
 
 
 
 
 

Suffolk Parent Carer Forum Privacy Policy 
 
 
This privacy notice tells you what to expect us to do with your personal information when you 
make contact with us or use one of our services. We'll tell you:  

• why we are able to process your information;  

• what purpose we are processing it for;  

• whether you have to provide it to us;  

• how long we store it for;  

• whether there are other recipients of your personal information;  

• whether we intend to transfer it to another country; and  

• whether we do automated decision-making or profiling.  
The first part of the notice is information we need to tell everybody. 
 
Controllers Contact Details 
Suffolk Parent Carer Forum is the controller for the personal information we process, unless 
otherwise stated. There are many ways you can contact us, including by phone, email and post. 
More details can be seen here.  
 
Our postal address is:  
Suffolk Parent Carer Forum, 
Brightspace, 
160 Hadleigh Road, 
Ipswich, 
Suffolk 
IP2 0HH 
 
Telephone: 01473 760933  
 
For general contact please use the telephone number above or email info@suffolkpcf.co.uk  
 
Our Data Protection Officer is can be contacted at: confidential@suffolkpcf.co.uk or via our postal 
address. Please mark the envelope 'Data Protection Officer'. 
  
 

How do we get information? 
 
Most of the personal information we process is provided to us directly by you for one of the 
following reasons:  

• You have made an enquiry to us.  

• You have made an information request to us.  

• You wish to attend, or have attended, an event.  

• You subscribe to our e-newsletter.  

• You have applied for a job with us. 

• You are representing your organisation  
 
We also receive personal information indirectly, in the following scenarios:  

• Where you have made your contact information available on your organisation's website 
and we use this to contact you and your organisation.  

• An employee of ours gives your contact details as an emergency contact or a referee. 
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Your Data Protection rights as an Individual 
 
Under data protection law, you have rights we need to make you aware of. The rights available to 
you depend on our reason for processing your information.   
 
 
Your right of access 
You have the right to ask us for copies of your personal information. This right always applies. 
There are some exemptions, which means you may not always receive all the information we 
process. You can read more about this right here. 
 
 
Your right to rectification  
You have the right to ask us to rectify information you think is inaccurate. You also have the right 
to ask us to complete information you think is incomplete. This right always applies. You can read 
more about this right here. 
 
 
Your right to restriction of processing 
You have the right to ask us to restrict the processing of your information in certain 
circumstances. You can read more about this right here. 
 
 
Your right to object to processing  
You have the right to object to processing if we are able to process your information because the 
process forms part of our public tasks, or is in our legitimate interests. You can read more about 
this right here. 
 
 
Your right to data portability  
This only applies to information you have given us. You have the right to ask that we transfer the 
information you gave us from one organisation to another, or give it to you. The right only applies 
if we are processing information based on your consent or under, or in talks about entering into a 
contract and the processing is automated. You can read more about this right here.  
 
If we are processing your information for criminal law enforcement purposes, your rights are 
slightly different. Please see the relevant section of the notice.  
 
You are not required to pay any charge for exercising your rights. We have one month to respond 
to you.  
 
Please contact us at info@suffolkpcf.co.uk if you wish to make a request, or contact us by 
telephone on 01473760933. 
 
 
Sharing your Information  
We will not share your information with any third parties for the purposes of direct marketing. We 
use data processors who are third parties who provide elements of services for us. We have 
contracts in place with our data processors. This means that they cannot do anything with your 
personal information unless we have instructed them to do it. They will not share your personal 
information with any organisation apart from us. They will hold it securely and retain it for the 
period we instruct.  
 
In some circumstances we are legally obliged to share information. For example, under a court 
order. We might also share information with other regulatory bodies in order to further their, or 
our, objectives. In any scenario, we’ll satisfy ourselves that we have a lawful basis on which to 
share the information and document our decision making and satisfy ourselves we have a legal 
basis on which to share the information.  
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We may also share your information in the event of the non-payment of fees. If the debt remains 
outstanding after the specified timeframe for payment, no payment plan is in place or an agreed 
payment plan is not being adhered to, we may initiate formal proceedings to recover the full 
amount of the unpaid fees. As a result, SPCF will share personal data with the litigation and 
recovery specialists it instructs in order for them to identify assets and undertake recovery action 
through the courts. 
 
Links to other Websites  
Where we provide links to websites of other organisations, this privacy notice does not cover how 
that organisation processes personal information. We encourage you to read the privacy notices 
on the other websites you visit. 
 
Your right to complain 
We work to high standards when it comes to processing your personal information. If you have 
queries or concerns, please contact us at info@suffolkpcf.co.uk  and we’ll respond.  
 
If you remain dissatisfied, you can make a complaint about the way we process your personal 
information to the UK supervisory authority. Please follow this link to see how to do that. 
 
 
 

Visitors to our website 
 
Analytics  
When you visit www.suffolkpcf.co.uk, we use a third-party service, Google Analytics, to collect 
standard internet log information and details of visitor behaviour patterns. We do this to find out 
such things as the number of visitors to the various parts of the site. This information is only 
processed in a way that does not directly identify anyone. We do not make, and do not allow 
Google to make, any attempt to find out the identities of those visiting our website. If we do collect 
personal data through our website, we’ll be upfront about this. We’ll make it clear when we collect 
personal information and we’ll explain what we intend to do with it.  
 
Cookies  
We use a cookies tool on our website to gain consent for the optional cookies we use. Cookies 
that are necessary for functionality, security and accessibility are set and are not deleted by the 
tool. You can read more about how to change your cookies preferences, here. 
 
 

Making a complaint 
 
Purpose and lawful basis for processing  
When you contact us to make a complaint, we collect information, including your personal data, 
so that we can respond to it and fulfil our regulatory responsibilities.  
The lawful basis we rely on to process your personal data is article 6(1)(e) of the UK GDPR, 
which allows us to process personal data when this is necessary to handle your complaint. If the 
information you provide us in relation to your enquiry contains special category data, such as 
health, religious or ethnic information the lawful basis we rely on to process it is article 9(2)(g) of 
the UK GDPR, which also relates to handling your complaint and the safeguarding of your 
fundamental rights.  
 
What we need and why we need it? 
We need enough information from you to answer your complaint. If you call us, we won’t make an 
audio recording of it and we won’t usually need to take any personal information from you. But in 
certain circumstances we may make notes to provide you with a further service as required.  
If you contact us via email or post, we’ll need a return address for response.  
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What we do with it? 
We’ll set up a document to record your complaint and so we can get it to the correct area of our 
business to be dealt with. We’ll also keep a record of our response. We use the information 
supplied to us to deal with the complaint and any subsequent appeals that may arise, and to 
check on the level of service we provide.  
 
How long we keep it?  
For information about how long we hold personal data, see our retention schedule.  
 
What are your rights?  
We are acting in our official capacity to respond to your complaint, so you have the right to object 
to our processing of your personal data. There are legitimate reasons why we may refuse your 
objection, which depend on why we are processing it.  
 
For more information on your rights, please see ‘Your rights as an individual’ earlier in this 
document.  
 
Do we use any data processors?  
No  
 
 

Making an enquiry  
 
Purpose and lawful basis for processing  
When you contact us to make an enquiry, we collect information, including your personal data, so 
that we can respond to it and fulfil our regulatory responsibilities.  
The lawful basis we rely on to process your personal data is article 6(1)(e) of the UK GDPR, 
which allows us to process personal data when this is necessary to handle your enquiry.  
If the information you provide us in relation to your enquiry contains special category data, such 
as health, religious or ethnic information the lawful basis we rely on to process it is article 9(2)(g) 
of the UK GDPR, which also relates to handling your enquiry and the safeguarding of your 
fundamental rights.  
 
What we need and why we need it? 
We need enough information from you to answer your enquiry. If you call us, we won’t make an 
audio recording of it and we won’t usually need to take any personal information from you. But in 
certain circumstances we may make notes to provide you with a further service as required. If 
you contact us via email or post, we’ll need a return address for response. 
 
What we do with it? 
We’ll set up a document to record your enquiry and so we can get it to the correct area of our 
business to be dealt with. We’ll also keep a record of our response. We use the information 
supplied to us to deal with the enquiry and any subsequent issues that may arise, and to check 
on the level of service we provide.  
 
How long we keep it? 
For information about how long we hold personal data, see our retention schedule.  
 
What are your rights?  
We are acting in our official capacity to respond to your enquiry, so you have the right to object to 
our processing of your personal data. There are legitimate reasons why we may refuse your 
objection, which depend on why we are processing it.  
 
For more information on your rights, please see ‘Your rights as an individual’ earlier in this 
document.  
 
 
 



Do we use any data processors?  
No – In the event that we can’t deal with your enquiry but can suggest an alternative source of 
support we will seek your consent to share your details – for example for telephone enquires this 
is likely to be verbal. 
 
 

Applying for a job with SPCF 
 
Purpose and lawful basis for processing  
Our purpose for processing this information is to assess your suitability for a role you have 
applied for and to help us develop and improve our recruitment process.  
 
The lawful basis we rely on for processing your personal data is article 6(1)(b) of the UK GDPR, 
which relates to processing necessary to perform a contract or to take steps at your request, 
before entering a contract.  
 
If you provide us with any information about reasonable adjustments you require under the 
Equality Act 2010 the lawful basis we rely on for processing this information is article 6(1)(c) to 
comply with our legal obligations under the Act.  
 
The lawful basis we rely on to process any information you provide as part of your application 
which is special category data, such as health, religious or ethnicity information is article 9(2)(b) 
of the UK GDPR, which relates to our obligations in employment and the safeguarding of your 
fundamental rights. And Schedule 1 part 1(1) of the DPA2018 which again relates to processing 
for employment purposes. 
 
What will we do with the information you give us?  
We’ll use all the information you provide during the recruitment process to progress your 
application with a view to offering you an employment contract with us, or to fulfil legal or 
regulatory requirements if necessary.  
We will not share any of the information you provide with any third parties for marketing 
purposes.  
 
We’ll use the contact details you give us to contact you to progress your application. We may also 
contact you to request your feedback about our recruitment process. We’ll use the other 
information you provide to assess your suitability for the role. 
 
What information do we ask for, and why?  
We do not collect more information than we need to fulfil our stated purposes and will not keep it 
longer than necessary.  
 
The information we ask for is used to assess your suitability for employment. You don’t have to 
provide what we ask for but it may affect your application if you don’t.  
 
We will use any feedback you provide about our recruitment process to develop and improve our 
future recruitment campaigns. 
 
Application stage  
If you use our online application system, your details will be collected by our data processor 
Vacancy Filler on our behalf. You can submit your application to us without the need to create an 
account.  
 
We ask you for your personal details including name and contact details. We’ll also ask you about 
previous experience, education, referees and for answers to questions relevant to the role. Our 
recruitment team will have access to all this information.  
 
You will also be asked to provide equal opportunities information. This is not mandatory – if you 
don’t provide it, it won’t affect your application. We won’t make the information available to any 



staff outside our recruitment team, including hiring managers, in a way that can identify you. Any 
information you provide will be used to produce and monitor equal opportunities statistics. 
 
Shortlisting  
Our Business Support Manager and a member of the trustees shortlist applications for interview. 
They will not be provided with your name or contact details or with your equal opportunities 
information if you have provided it.  
 
Assessments  
We may ask you to participate in assessment sessions; complete tests or occupational 
personality profile questionnaires; attend an interview; or a combination of these. Information will 
be generated by you and by us. For example, you might complete a written test or we might take 
interview notes. This information is held by us.  
If you are unsuccessful after assessment for the role, we may ask if you would like your details 
retained in our talent pool. If you say yes, we would proactively contact you should any further 
suitable vacancies arise.  
 
Conditional offer  
If we make a conditional offer of employment, we’ll ask you for information so that we can carry 
out pre-employment checks. You must successfully complete pre-employment checks to 
progress to a final offer. We must confirm the identity of our staff and their right to work in the 
United Kingdom, and seek assurance as to their trustworthiness, integrity and reliability.  
You must therefore provide:  

• proof of your identity – you will be asked to attend our office with original documents; we’ll 
take copies  

• proof of your qualifications – you will be asked to attend our office with original 
documents; we’ll take copies  

• a criminal records declaration to declare any unspent convictions  

• your email address, which we’ll use to contact you to complete an application for a Basic 
Criminal Record check via the Disclosure and Barring Service, or Access NI, which will 
verify your declaration of unspent convictions.  

• We’ll contact your referees, using the details you provide in your application, directly to 
obtain references  

• We’ll also ask you to complete a questionnaire about your health to establish your fitness 
to work. 

• We’ll also ask you about any reasonable adjustments you may require under the Equality 
Act 2010. This information will be shared with relevant SPCF staff to ensure these are in 
place for when you start your employment.  

• If we make a final offer, we’ll also ask you for the following:  
o bank details – to process salary payments  
o emergency contact details – so we know who to contact in case you have an 

emergency at work 
 
How long is the information kept for?  
For information about how long we hold personal data, see our retention schedule. 
 
Your rights  
As an individual, you have certain rights regarding your own personal data. For more information 
on your rights, please see ‘Your rights as an individual’.  
 
Do we use any data processors?  
No 
 
 
 
 
 
 



Attending an event, seminar, workshop or completing a survey 
 
Purpose and lawful basis for processing  
Our purpose for collecting this information is so we can facilitate the event and provide you with 
an acceptable service. The lawful basis we rely on for processing your personal data is your 
consent under article 6(1)(a) of the UK GDPR. When we collect any information about dietary or 
access requirements we also need your consent (under article 9(2)(a)) as this type of information 
is classed as special category data.  
 
What we need? 
If you wish to attend one of our events, you will be asked to provide your contact information 
including your organisation’s name and, if offered a place, information about any dietary 
requirements or access provisions you may need. We may also ask for payment if there is a 
charge to attend.  
 
Why we need it?  
We use this information to facilitate the event and provide you with an acceptable service. We 
also need this information so we can respond to you.  
 
What we do with it?  
If you are not successful in securing a place, we’ll let you know and hold your details on a reserve 
list in case a place becomes available.  
 
If you are allocated places at an event, we’ll ask for information about any dietary/access 
requirements. We don’t share this information in any identifiable way with the venue, and we 
delete it after the event.  
 
We don’t publish delegate lists for events.  
 
How long we keep it? 
For information about how long we hold personal data, see our retention schedule.  
 
What are your rights?  
We rely on your consent to process the personal data you give us to facilitate the event. This 
means you have the right to withdraw your consent at any time. If at any point you want to 
withdraw your consent, please email info@suffolkpcf.co.uk or call us 01473 760933. 
 
Do we use any data processors?  
Yes – we use data processors to help facilitate the events. We may sometimes charge a fee to 
attend an event. If this happens, our communications about the event will provide details of the 
data processor we use to collect payments. e.g. Zoom, Eventbrite, Teams 
  
 
 

Responding to our consultation requests and surveys  
 
Purpose and lawful basis for processing  
If you have indicated that you would be interested in contributing to further SPCF’s work on the 
subject matter covered by this consultation or survey then we might process your contact details 
to get in touch with you about your response.  
 
We will process the opinion or views you provide in the responses for the purpose of informing 
the development of our policy, guidance or other regulatory work in the subject area of the 
request for views.  
 
The lawful basis we are relying on to process your personal data is article 6(1)(e) of the UK 
GDPR, which allows us to process personal data when this is necessary for the performance of 
our organisation.  
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What we do with it? 
We’ll use the contact information you provide to arrange an interview to obtain your views or 
contact you to discuss your response.  
 
In the case of consultations, we will publish a summary of the consultation responses and, in 
some cases, the responses themselves but these will not contain any personal data.  
 
In the case of surveys or feedback, we may want to publish your response on our website and 
social media accounts.  
 
We process the information internally for the above stated purpose. We don't intend to share your 
personal data with any third party. Any specific requests from a third party for us to share your 
personal data with them will be dealt with in accordance the provisions of the data protection 
laws.  
 
How long we keep it? 
We will retain consultation and survey response information until our work on the subject matter 
of the consultation is complete.  
 
What are your rights?  
You have the right to request access to the personal data that we hold about you. You have the 
right to object to the processing of your personal data. If you are unhappy with the way in which 
we have processed your personal data then you have the right to complain to the ICO.  
 
If you wish to exercise any of these rights, please contact info@suffolkpcf.co.uk or call us on 
01473 760933 
 
Do we use any data processors? 
No 
 
 

Register for a webinar or live broadcast event  
 
Purpose and lawful basis for processing  
Our purpose for collecting this information is so we can facilitate the video conference, webinar or 
live broadcast event and provide wider access to its content.  
The lawful basis we rely on to process your personal data is article 6(1)(e) of the UK GDPR, 
which allows us to process personal data when this is necessary to handle your enquiry.  
If the information you provide us in relation to your enquiry contains special category data, such 
as health, religious or ethnic information the lawful basis we rely on to process it is article 9(2)(g) 
of the UK GDPR, which also relates to handling your enquiry and the safeguarding of your 
fundamental rights.  
 
What we need? 
If you are an attendee or presenter at one of these events we will need contact details and an 
email address from you.  
We record some events and all presenters will have their image and audio captured in the 
recording. If you are an attendee, you may have the option of sharing your image and audio 
during the session. If you choose to do so, this will also be captured in the recording. Some 
events will feature a moderated Q&A. If you choose to interact with the Q&A, your comments may 
be published to others at the event and will also form part of the recording. If an event is being 
recorded, we will always notify you in advance.  
 
What we do with it?  
We use your email address to provide you with the event details. This will include information 
about any recording taking place. For recorded events we will also email you a link to the 
recording once the event has concluded.  

https://ico.org.uk/make-a-complaint/
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If an event recording will be published, we will always notify you before the event. We don’t 
publish delegate lists for video conferences, webinars or live broadcast events but your name and 
email address may be visible to others in attendance during the event.  
 
How long we keep it? 
We will keep your email address and any recording of the event for 12 months. For information 
about how long we hold personal data, see our retention schedule.  
 
What are your rights?  
For more information on your rights, please see 'Your data protection rights'. If you wish to 
exercise any of these rights, please contact info@suffolkpcf.co.uk or call us on 01473 760933. 
 
Do we use any data processors?  
We use Microsoft Teams to deliver our webinar and live broadcast events.  
 
 

Subscribing to our e-newsletter 
 
Purpose and lawful basis for processing  
Our purpose for collecting the information is so we can provide you with a service and let you 
know about upcoming events. Community Matters | Privacy policy template The lawful basis we 
rely on for processing your personal data is your consent under article 6(1)(a) of the UK GDPR. 
 
What we need? 
Your name and email address.  
 
Why we need it?  
We use your email address to send you our E-newsletter.  
 
What we do with it?  
We only use your details to provide the service.  
 
We gather statistics around email opening and clicks using industry standard technologies to help 
us monitor and improve our e-newsletter.  
 
You will receive a confirmation email once you have submitted your details and then the 
newsletters monthly.  
 
How long we keep it? 
For information about how long we hold personal data, see our retention schedule.  
 
What are your rights?  
We rely on your consent to process the personal data you provide to us for marketing purposes. 
This means you have the right to withdraw your consent, or to object to the processing of your 
personal data for this purpose at any time. If at any point you want to withdraw your consent, 
please email info@suffolkpcf.co.uk or call us on 01473 760933.  
 
If you do that, we’ll update our records immediately to reflect your wishes. For more information 
on your rights, please see ‘Your rights as an individual’.  
 
Do we use any data processors?  
Yes – we Microsoft to deliver the e-newsletter. For more information, please see their privacy 
notice. 
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Request our publications 
 
Purpose and lawful basis for processing  
Our purpose for collecting this information is so we can post the requested publications to you. 
The lawful basis we rely on for processing your personal data is your consent under article 
6(1)(a) of the UK GDPR.  
 
What we need? 
Your name and address details and email address.  
 
Why we need it?  
So that we can send you the publications you have requested physically and/or electronically.  
 
What we do with it?  
We only use the contact details to provide this service. We run statistical reports on the types and 
quantities of publications requested for monitoring purposes, but this does not contain any 
personally identifiable information.  
 
How long we keep it?  
For information about how long we hold personal data, see our retention schedule.  
 
What are your rights?  
We rely on your consent to process the personal data you give us to provide this service. This 
means you have the right to withdraw your consent at any time. If you do that, we’ll update our 
records immediately to reflect your wishes.  
 
If at any point you want to withdraw your consent please email info@suffolkpcf.co.uk or call us on 
01473 760933. If you do that, we’ll update our records immediately to reflect your wishes.  
For more information on your rights, please see ‘Your rights as an individual’.  
 
Do we use any data processors? 
No 
 
 

Communications from Businesses 
 
We hold the names and contact details of individuals acting in their capacity as representatives of 
their organisations, across the business. The lawful basis is article 6(1)(e) of the UK GDPR. If the 
interactions relate to suppliers, contracts, buildings management, IT services etc., the legal basis 
is article 6(1)(c) of the UK GDPR for any legal obligation or article 6(1)(f) because the processing 
is within our legitimate interests as a business. 

 
 
Data Storage, Security and Retention  
 
Any recorded information on members, volunteers and employees will be:  

● Handled, transferred, processed and stored with the utmost care and regard  
● Stored in secure office facilities, locked drawers or cabinets, or secure cloud-based digital 

storage.  
● Protected by the use of passwords if kept on computers and/or other devices and 

encrypted if appropriate.  

● Destroyed confidentially if it is no longer needed, or if requested by an individual.  
 
We will regularly review our procedures for ensuring that our records remain accurate and 
consistent.  
 
Information will be stored for only as long as it is needed or required by statute. Paper records will 
be destroyed within six years of the individual they relate to ceasing contact with SPCF. 
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When the young person(s) that a member cares for reaches the age of 25 years, SPCF will 
contact them to confirm that they would like to stay on the database with the understanding that 
they will not have access to funded training.  If the member declines the offer SPCF will send the 
family an exit letter referring them on to adult support groups and the Carers Centre where 
appropriate, and their details will be removed from the membership database.  
 
SPCF will check the membership database once a year to identify members whose cared-for 
person is over the age of 25 years.  

 
 
 
Signed:       Date: 
 
 
 
 
Print: 
 


